
G DATA

Managed Endpoint 
Security
Our best protection for business customers combined with  
the convenience of Managed Services

Managed Endpoint Security enables our customers to 
focus on their core business and leave their IT Security to 
the G DATA experts. Cost efficient and without downtime 
due to administrative tasks. 

The G DATA Partner takes care of all arising tasks – from 
the deployment of the security solution, the configuration 
of the firewall to the integration with the Active Directory. 
He is also the personal point of contact for the customer 
regarding licensing and provides professional help in case 
of emergency.

The endpoints of every customer are connected to a 
separate Management Server which centrally monitors 
the security status of the network and deploys signature 
and program updates to the endpoints. The G DATA part-
ner maintains the server in his datacenter and connects it 
to the endpoints via the internet.  
With Managed Endpoints Security, our customers don‘t 
have to worry about hardware expenses, availability and 
maintenance.

Managed Service Partner Business Customer

Technical SupportMarketing Support

Management Server 

IT Security Know-how Hardware / Database Protected Endpoints

‹ b

Licenses Signature & Program Updates



INNOVATION

Business Product
Approved

2016

System requirements: www.gdatasoftware.com/business/system-requirements

Microsoft®, Windows®, Windows® 10, Windows® 8, Windows® 7 and Windows Vista™ are either registered trademarks or trademarks of Microsoft Corporation in 
the United States and/or other countries.

Product information G DATA Managed Endpoint Security / INT

Perfect IT Security as a Managed Service
Contains Endpoint 
Protection Business

Virus proection with proactive and signature-based detection,  
Anti-Ransomware, Behavior Blocker, Firewall, BankGuard, Exploit Protection, 
Protection against harmful USB devices, Protection against spam and virus-
infected email, Centrally managed antivirus for Mac clients, Antivirus for Linux 
clients, Device control, Application control, Web browsing filter and control 
of Internet use, Active Directory integration, Mobile Device Management, 
Software and hardware directory, Support free of charge 24/7/365

Exchange Mail Security Virus protection and AntiSpam for Microsoft Exchange Server  
(2007 through 2016) 

No administration effort The G DATA partner takes care of the deployment and maintenance

Reduced costs No hardware expenses – the necessary infrastructure is provided by  
the G DATA Partner

Fast response time in  
case of emergency

The G DATA partner can quickly respond via remote access

Optional Modules 
Network Monitoring Monitor the complete infrastructure, from printers to servers, using 

individually customizable metrics

Patch Management Centrally controlled software updates for Microsoft and third-party software

Premium service and 
support

Guaranteed response times and highly specialized support contacts – offer 
available on request

Linux Mail Security 
Gateway

Virus protection and AntiSpam for Postfix- and Sendmail-based  
Linux Mail Servers

Linux Web Security 
Gateway

Comprehensive protection against viruses and phishing for Squid-based  
Web Gateways

For more information, see www.gdatasoftware.com/business


